WAVECAMM :
A fully integrated People Screening Check-Point
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«Every day millions of people all over the worldgsathrough security checkpoints:
It is time for new security culture that exploite¢hnology »



1. Excellence

1.1 Objectives

In today’s EU scenario there are many securityriay@ protect not only infrastructures and citizeaggainst
the challenging threats, but also to defend th@igan society values. Intelligence services, sgofficers
surveillance, regular patrols, canine units, actineal equipment are only some of the most wideiywn
solutions. In the technical equipment there is dewdatalogue of different solutions for differelmtetats and
enviroments such as X-ray scanners for post/baggaggening, explosive trace detector (ETDS), Walk
Trough Metal Detector (WTMD) or Security Scanne8S$" (X-ray backskater, Active or Passive type).

WAVECAMM focus the efforts in the "People Screening Solutions”
to detect concealed objects by people.

The nature of the threats is nowdays evolving aytatiti. There are: (1) conventional and unconvetion
threats, military and non-military, covert and dvactions. (2) wide range of materials: metalsyitig,
powders, plastics, suicidal vests, and potentiailything may be an offensive weapon or object legall
traficking, and (3) broad type of scenarios witifadent requeriments in flow-rates and risk-levairgort
and other infrastructures, civil events like sportultural events, Custom and border check-points...

WAVECAMM aims to increase the security level in all EU infrastructues by integrating disruptives
technologiesin one singléPeople Screening check-poinWWAVECAMM allows security officers to make a
guick and effective people screening process with appropiated balbateeen risk-levels and flow-rates
(person/hour)

Due to the nature of the security sector (confidieand restricted information) the applicant SM&s lbeen
already working very close with all stakeholdersoiwed in this topic during last years to know and
understand their exact needs and requirementsyiicylar, the following:
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Introduce new technologies:
= strengthen the security protocols
» connectivity: integrated solutions
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Fegulators: they need to adapt current
legislation to continuous changing threats

a L_)A Customs control ﬂ

@ Y4 Passport control /)

Security officers: (Public & private officers)
they need to ensure compliance with
regulations and with real efficiency

Improve passenger experience
:m’ . reduce queues & waiting times
== + use technology for a less intrusive
and disruptive search

End-customers: (infrastructures &
passengers) they need to reduce the long
security lines

Increase operational efficiency:
increase throughput rate
reduce cost per passenger
maximize space constraints
maximize staffing resources
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WAVECAMM aims to be a fully integrated People Screaing Check-Point to detect any type of threat:

adisruptive and hybrid system which integrates défe: technologies to detect all threats and equipyith
Risk Level Configuration to balance security left¢igh-medium-low risk) and flow rates.

The applicant SME has been working with differees&arch Centers and Universities as external sugpti
different components (<2010). During 2010-2014qxkras partner in different research & developrtesis in
National and EU R+D projects. Since 2010, withittigal development of the WAVECAMM project, the &V

has signed agreements to guarantee the “freedapei@te” in order to develop the different elememtsded
for WAVECAMM operation.
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The actual alternatives for People Screening are

the slow and invasive manual pathdowns conductdtidéypecurity Officers
the Walk-Trough-Metal-Detectors (WTMD) that deteoty metalls (aprox. 1K-10K €)

the Active security scanners (Active-SS) recentpldyed in EU (2014) which are very expensive
to be deployed in all EU infrastructures (aproxORCE) and have a very high False Alarm Rate
(reported >60% Germany, 2014)

the actual Passive security scanners (Passives83)nable to detect in arms or legs and and still
have a very high pricdaprox. 150K €). Moreover, their screening processiot easy and
straighfoward and some of them cannot screen tmplede body of the passenger

There is no alternative to automatically analyzetiehaviour (BA Behaviour Analyze) of the people
when arriving to an infrastructure nor to the autimFacial Recognition (FC) with integration with
oficial data-base of persons: not only Europokl|idiut also, for instance, workers of the Nuclear
plants, executives of the air-companies, diplomstadf or VIPs.

WAVECAMM integrates all technologies detailed befan a single checkpoint: all sensors cooperate to
offer efficient operation, high reliability and wtttive price. With no alternative in the market to

WAVECAMM and with a target price of 100K € a gredtisiness opportunity arise. Moreover

WAVECAMM provides following benefits

for Regulators: no privacy nor health issues /dbdlity of person of interest / effective threat

detection: Our TRL-5 offers 85% detection 5% FARpas external Test at Granada University (July
2015: 5000 screenings / 40 different people / 1Bats / 12 body locations). Similarly, our TRL-7

offers 95% detection and 4% FAR (February 2016).

for Security Officers: easy to use / efective &@ént system / easy configurable to balance batwee
risk-level and required flow-rate (300 pax/h in GiRL-7, expected 700 pax/h with the SMEInst-2) /
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low FAR / information about exact threat locati@eifiting alarm clearance / risk-level configurable
for different gates /risk-level evaluation of th@sgenger in real-time / a fully integrated tool.

« for Infrastructures: warranty security while keapismooth flood of the passengers at the check-
point / synchronization with personal-data (per$édBacard, boarding pass...) detecting metals
(guns & knives), explosives (powder, plastics), LAQGiquids and gels), prevent terrorist attack
(including Front-House attack), smuggling, contrabaand any type of illegal traficking /
synchronization with “intelligent buildings” to op&lose gates to reduce consequences of the
eventual explosion / flexible solution: possibilibf covert (“invisible”-behind the wall) or overt
(collaborative-similar to existing Active-SS) ingpien

» for Citizens: non-invasive technology / 100% res$gexalth / 100% respect privacy / possibility to
reduce screening time by giving personal infornmatin advance (boarding pass) / easy and
straighforward process

» for EC Authorities: keeping the EU society standatsle increasing the global security / detect
metallic and non-metallic threats / avoid smuggliagd contraband / attractive price / safe
technology to be widely accepted and deployed natocreate a new bottle neck (to prevent Front-
House attack for instance)

1.3 Concept and methodology

Europe continuously needs to increase the secstdapdards. The changing threats (new explosives,
smuggling and illegal trafficking) and the challemgnew terrorist organizations are a very reatdhto the

EU society (as seen in tragic events in Paris andd®ls). At the same time, we need to guaranteentp

the privacy of the persons and their data whiledpsicreened, but also that all legal issues rejdtia health
are full fitted. Finally, we need to create newwséy equipment that allows infrastructures to ramgpen

and welcoming for all EU citizens and its visitors.

Taking all that in consideration and as per thelieppt SME “Business Plan 2010-2015", the following
activities and milestones has been achieved:

» “SME-Promotion 2010-2015" The applicant SME has been working closely withsikeholders
during 2010-2015 period: Regulators, end-user,rigaifficers, prescriptors, Research centres...

« “Product development”: Our TRL-5 prototype was succesfully tested irradRof-Concept in July
2015 at external entity with 5.000 screenings.CRL-T7 was tested in March-2016

e “SME- Promotion 2016”": The CEO of the company, Mr. Francis Bazus, waidd last Feb-2016
to the Technical Task Force of the ECAC to exptamadvantages of WAVECAMM.

e “Product development” & “Marketing activities”:  Our TRL-7 unit was presented to spanish
stake-holders during the 3 days conferences “Nehnigogical challenges for the Infrastructure
Security” (ttp://wvww.itainnova.es/actualidad/eventos/nueweies-tecnologicos-para-la-seguridad-de-las-infraestrag in
March-2016co-organized by the applicant SMEand with the active participation, among others,
of the following key stakeholders:

AESA http:/imww.seguridadaerea.gob.es/ REGULATOR: Spanish National Authority for Air Sedyr Member of
the ECAC organization

AENA http:/mww.aena.es/ INFRASTRUCTURE: In english, “Spanish Airports and ir A
Navegation”: the biggest airport operator in theldignr. of airports)

INTA http://www.inta.es/ REGULATOR: Technologic Centre in charge of cergfion of security|

equipment under ECAC rules (official ECAC Test ceht
GOBIERNO ARAGONhttp:/mww.aragon.es INFRASTRUCTURE: Government of the Aragon Autonor®p4in)
PROSEGURhttp://www.prosegur.es/esp/ PRIVATE SECURITY OFFICERS: One of the biggest ptévaecurity
companies in Spain, with security officers in aitgp governmen
buildings, sport stadiums...
SPANISH ARMY http:/imww.ejercito.mde.essy PUBLIC SECURITY OFFICERS: Spanish army

GRANADA UNIVERSITY STRATEGIC PARTNER: Informatic & Telecommunicatiordept.:
http://decsai.ugr.es/~rms Experts in image processing and algorithm develaopnfer [mm]
images

Our Actual Status of developmemteds now to demonstrate the technologg a real environment to reach
the full commercialization phase This requires further technological development alemo phases
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involving end users and potential clients to beriedrout during the SMEInst-2 project. WAVECAMM
needs two years to be ready for full commercialimaphase, following the end of SMEInst2 by 2018eT
methodology consists in:

* Hardware optimization: The actual main limitatioh WAVECAMM is its foot-print: Optic and
gear-box optimization (WP#1) will be needed to @wonsiderably the size and the foot-print.
Actual scanning time is 2,7 seconds: after optitioralsec only will be needed

e Software optimization: Actual software needs 200iseiconds to analyse de passenger image, but
further development is needed to optimize the dieteaates with the disruptive hybrid sensors
(passive and active) (WP#2)

« Pilot-Test in real end-users infrastructures: ideorto demonstrate the WAVECAMM capabilities,
the SME has agreements with two key-customersHeritistallation of WAVECAMM in demo
modus (Airport & government building, WP#3)

» ECAC Certification: Although all ECAC members wevery interested in the WAVECAMM
presentation of last Feb-2016, is difficult to gegir real confidence without the ECAC certificatio
With the SMElInst-2 the applicant SME will get thenéls to obtain the ECAC certification during
the SMEInst-2 project. The cost of the ECAC Cagtifion is round 100K € (WP#4)

* Intense marketing activities in conjunction withM&-Promotion” actions, with the final goal of
creating a WAVECAMM worldwide distribution chanrehd commercialization net. (WP#5)

Advantages Disadvantages WAVECAMM

MANUAL Effective Inefficient / slow . .
PATHDOWN Stand-off = non-invasive
Detect all type of threads Invasive
u f saf
. se of safe mm-waves =
Manulalt St;ar(uj:h tlnn 0% False Alarm rate Not easy accepted by all generally accepted
comp e_e SV passengers (privacy/invasive)
security officer All type of sensors= all type of
threats in all locations
WTMD Efficient Detect only metals Use of mirror = easy process
Fast {1 single posf::::n1 sec) and

Walk Trough Metal

Easy & straightforward process
Detector y . :
Small foot-print

Effective
g Slow
SS X-ray Detect all type of threads
Forbidden due to not respect health . .
Effective Non-invasive

Security Scanners

: . Forbidden cannot operate with
with X-radiation

automatic detection software**nude Al i

images*™* Easy & straightforward
process
SS-active Detect Metallic and non-metallic Automatic Thread detection . .
threads software is mandatory CIRTI I EETEED e L2
< 0
Security Scanners Easy & straightforward process False alarm rate 60% = lUE
DN o on Foot-print / size Acceptance by all passengers
(pregnated women, children) Foot-print / Size

Capacity to screen 100% body d A -
ue to active emission
Full fit all EC regulations

(ECAC)

SS-passive Detect Metallic and non-metallic Low detection in arms& legs
threads Low detection small threads
i 5% .
Se_-:unty Scanners R el IISER: Not easy-process (4 positions)
with no radiation

No nude images H2020 SMEInst-2

Figure 2: Alternative solutions for People Screeningdvantages and disadvantages

1.4 Ambition

The market references as eventual alternative ispiitare the manual pathdown conducted by security
officers, the WTMD and the existing Security Scasn&S). WAVECAMM will integrate all sensors in one
single check-point. WAVECAMM has the following maiomponents:
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(1) Left mirror
(2) Camera

(3) Right mirror
(4) Floodgate

g L, l

Disruptive opto-scanner

THE CAMERA: Stand-off screening:Millimetric Wave Cemera”

By using our very ownoptomechanical scanner (patentedwe can
screenfull body of the passengerand detect any type of threat. It
knowed as “Stand-off” screening. It can operatéReal-time” or in “1
second 1 photo” mode. The use of the optomechasizainer reduce th

number of passive & active sensors, and final piscéower compared

with other existing solutions with no opto-scanner

Inside the camera, there is a complex gearboxntloae reflectors in orde
to capture radiation at submillimeter wave freqien@nd generate th
images.

It is the only system with hybrid technology Passive sensors to scre
quickly trought the clothes & Active sensors tokdor small objects in
legs & arms locations. The screening time will bgetond with the arms
up (to avoid threats in armpit) at a distance offiem the Camera. Non
invasive nor closed-cabinet operation. These disrhybrid technology
includes:

1) Passive millimeter wave SENSORSs, to detect metadplosives, drugs
liquids, powders, gels, etc.. only using the ndtradiated emission by th
passenger body: It doesn’'t emit any type of raolatio the passengg
(emission free) and do not create any interferém@my other system / n
beeing afected by interference caused by otheemgstocated nearby (X
ray). Passive sensor can screen trought the clothes

2) Active millimeter wave SENSORS. Further develepmis needed t
make the integration with the Passive sensors nmef the SMEInst-A
funds. Active sensor uses safe mm-waves to detiestip threats in
armsé&legs position (not mm-ratiation in full bodyyt only armsé&legs)

The first TRL-5 prototype size was 2x2x2 m. TheuatfTRL-7 system ig
1.2x0.7x1.3 m. It has been tested during last 16thsoin different
enviroments to evaluate the real lifetime of adireénts.

With SMEInst-2 considerable size reduction is exped0.5x0.5x0.5 m
by using mechanical and optic optimization softwaketual equipmen
offers 1 frame per 2sec. With the SMEInst-2 fungshier development i
needed to screen at least at 2 frame/sec rate
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THE ALGORITHMs : AUTOMATIC THREAT DETECTION Software

As per EC regulations all SS needs to operate Witkomatic Threat
Detection Software (ATDS) to guarranty the privaalythe passengers
there is no need of an operator to interpretateirttege. WAVECAMM
ATDS was sucessfully tested in July-2015 (TRL-5) &harch-2016 (TRL-
7). Altough there is debate in the sector aboutHlienan Factor of the
security officers and the importance of interactmith the passenger wit
Passive more than “yes-no” communication.

"2

> W

Non-invasive photos All collected data from all sensors are analyzestsown algorithms and
as a result we get useful information to be serth&security officer by
means of an interface in which the exact threatlon is represented inja

generic silhouette.
(More info: http://www.eurasip.org/Proceedings/Eusipco/Eusipd&Zpapers/1570103163.pdf

With the SMEInst-2 further development is expedtednprove even more
the detection capabilities, and integration & omsion with other
hardware platforms, like smart-phones or secuiiggfprm of end-user
Active (actual solution has been integrated in a tableSfmw/Demo reassons).

CONVEX MIRROR: FULL BODY SCREENING

Disruptive MIRROR WAVECAMM includes areflection convex MIRROR that allows the
Camera to screen the back part of the passengsr (padented). The
PATENTED: Patent nr. mirror system has been evaluated recentlty (TRM&rch-2016) and thg
201531628: Method to system can now offer same detection capabilitighenfront or in the back
increase the speed of inspectiopart of the passenger body (average detection 98%-hidden parts
incorporation of autonomous *except body cavities*)
operation and behavior anomaly
detection, in the imaging ~ The camera receive& photos one frontal with 1cm resolution + one left-
devices based in millimeter side 1cm resolution + one right-side 1 cm resoiutio
wave and method to put it in
practice”. Invention submitted Elexible & non-invasive for passenge(not closed-cabinet operation)
to the Spanish Patent Office in
2015

A%

FLOOD-GATE

Automatic floodgate to open/close the door aft@hgaassenger evaluation.
The installation can be customized to final-customect needs. Even if
is not a very technological component, it is impattto offer the exact risk
level required in conjunction with the conditions aperation (CONOPS
like the need to divest or not (coins, keys, colat®ts...), or the need of|a
valid identification (biometrical, ID card...) Actuasolution includes
automatic barrier synchronized with the result ofvous screening (to
send the passenger to “further evaluation desk’n@Hbaggage, ETDS,
passport control...)

- D

The Flood-Gate hiddes inside a standard electroetegualetector to be
offline in case of low-risk situations (no neediiwvest) or connected in case
of high-risk enviroments (need to divest every Erggall item)

The Flood-gate can be equiped with keblar to redweantual damages in
case of a bomb-attack: The structure could be dedigto stop the
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explosive-wave and encapsule it as far as possible.

RISK LEVEL

All electric&electronic elements are closed in &cglonic-board hidden
inside the camera. RISK LEVEL is own software thegtsily modify
sensivility of all sensors in ordés balance between max threat size and
flood-rates

The user can set the desired risk level: needvestismall objects or not
(min. threat size required), need to divest coaitd shoes, max. body
temperature (quarentine advise), open/close flaedgandom inspections
etc..The WAVECAMM stand off screenning is therefganfigurable to
be more or less exhaustive.

Actual configuration needs further developmenttfa fully integration of
FR and BA with the result of the stand-off scregnin

FACIAL RECOGNITION (FR), the integrated high-resttuin video
camera recognizethe face of the passengers and compares it withabfi
data-base, to lock/unlock the Flood-gate to gremspisious passengers.|It
can also be used to detect “person of interestégtient flyer”, employees
or diplomatic staff.

BEHAVIOUR ANALYZE (BA), by screening the passengaiovements
and analyzing them, WAVECAMM can detect unusuafse actions,
micro-expression like fear, nervous, stress, sgangvements, high-body
temperature,... that may indicatmessfieber, willing-to-attack attidute,
illegal trafficking ...

A subtask will be focus on cyber security to gutearthat WAVECAMM

is inmune to a cyber attack.

NOTIFICATION
, alarm type
, alarm location

, lock/unlock door
, passenger risk-evaluation

“FACE” DETECTION
, iliness (fiber)
, strange behavior
(stress, fear)
, person-of-interest

RISK LEVEL
, divest / no-divest
, open flood-gate
, ID verification
, autolearning modus

STADISTICS
, True /False alarms

, % Alarm location
, passenger risk level

“THREAT” DETECTION
, metals & non metals
, explosives 8 LAGs
, contraband & smuggling

O WAVE C/AMM

Figure 4: WAVECAMM main features

“Asking a Security Device to stop a terrorist attais like asking an Olympic team to win a gold méda
is a goal that they will all agree with, but achiieng it requires many things that they have no coaotiover”

O WAV/E CAMM
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WAVECAMM will provide (1) exact threat location (Ztakeholders interaction and notifications, aryda(8
increased security at the check-point. The conipetitdvantages are

» It is the only fully integrated solution to deteddt types of threats with hybrid active and passive
technology, behaviour analyse and facial recogmsiaftware integration.

* No health nor privacy issues (ATD Software + safe-maves)

« Designed BY and FOR all stakeholders: regulatomyage and official security officers,
infrastructures responsibles and EC Authorities

» Designed to be very robust and easy deployablevithch special care in the esthetic design.
» Stand-off screening, cover or overt operation

* Value for money: there is no alternative for suctomplete and automatic people screening solution
(100K € target price)

Since the very beginning of the development of WRAMM, the applicant SME has been working closely
with all stakeholders in order to solve all legaldatechnical issues. Our actual TRL-7 system has
demonstrated capabilities and some stakeholtterwiilling to pay with the actual results

In order to be in the commercialization step byehd of the project (2018) we need further funditegee-
design actual system and to go further in the @@veént and integration of all sensors.

Moreover, the commercialization strategy needsetaléveloped during the SMEInst-2 period. We need to
make pilot test (TRL-9) in different potential endstomer installations with customized final saos.
Finally, we need to get the official ECAC Certifitm to be able to install WAVECAMM at the EU
airports.It is important to notice that an eventual attack b EU may accelerate the sales in other private
or_civil installations (Nuclear plants, Bus & Train stations, corporate buildings...) where no ECAC
certification is needed

WAVECAMM cost structure

The applicant SME has experience as manufactureraofy different types of equipment since 1960. &inc
2010 the applicant SME has been manufacturing sgaomning devices and Terahertz and millimetric
equipment and components (receptors, arrays, aageanechoic chambers...).

Two different configurations are available, depegddn the infrastructure requirements: The “HIGHBRI

configuration, with the most restrictive operaticonditions, and the “LOW RISK” configuration, valfdr
many infrastructures.

Metal detectar  real time Yes Yes Electromagneatic field key, coins... No ND No No
Cehavior An. real time MNo Yes Image video No MNo No No Yes
Facial Recog. real time Mo Yes Image video Mo Mo Mo No Yes
excepl PMMW 94 GHz suicidal  suicidal
PASSIVE real time No legs & arms receptor 50 cm vest vest No Yes
Except below PMMW 094 GHz
PASSIVE 1 sec stop No knee receptor 12 cm 200 gr 150 m 20cm Yes
MACTIVE 1 sec stop Yes Yes 300GHz transceiver 8cm 200 gr 150 m 10 cm Yes

Figure 5: Configuration tabelle for High / Low riskenviroments

Based on the previous prototype phase the followwss structure can apply. All previous costs hesnb
paid 100% with the applicant SME own resources.
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Component R+208;t2a'd é:((:)t:tzl (?I.IET_E;T Target costs | Target costs Target costs
2012-2015 2016 (TRL-9)2018 2020 2025
Camera 86.400 € 16.000 € 15.000 € 12.000 € 10.000 €
Passive receptors 22.800 € 15.000 € 12.000 € 10.000 € 8.000 €
Active transceivers = 50.000 € 40.000 € 35.000 € 25.000 €
Algorithm 48.500 € 2.000 € 2.000 € 2.000 € 2.000 €
Flood Gate & Mirror 16.500 € 4.000 € 5.000 € 4.000 € 3.000 €
Risk Level App 12.800 € 4.000 € 2.000 € 2.000 € 1.000 €
Warranty & installation - 1.200 € 1.000 € 1.000 €
COST *“High Risk” config. 91.000 € 77.200 € 66.000 € 50.000 €
COST “Low Risk” config. 41.000 € 37.200 € 31.000 € 25.000 €

Price strategy: the final cost of WAVECAMM will dexase with manufacturing optimization and therefore
a scalable Price List can be offered. Updates oficoous improved algorithms and warranty servicas

also be included as extra incomes.

Nr. Units Wﬁéﬁ%’?xM WﬁXVEV%'?SIYI(M Algorithm update Warranty & service
1 100.000 € 50.000 € 3.000 €/year 3.000 €/year
10 90.000 € 45.000 € 2.500 €/year 2.000 €/year
1000 85.000 € 42.500 € 1.500 €lyear| 1.000 €/year

The Sales Pitch

It is difficult to evaluate costs when we are tatkiabout security. The measures to avoid terratiatks or
illegal trafficking cannot be evaluated with ecornicah ratios only. It is not (only) a question of nay. Of
course, any new technology costs, but... whatasctist of a threat detection failure? Just somebeusn 24
billion € in illicit drugs / 1.82 illegal border essing in EU / 5 Billion € Bruxelles attack (Zavemt airport
and Metro). In any case, the sales pitch of WAVEMAMas been developed under stakeholders premises

and it is the only fully integrated people scregrsolution.

At the same time, it is difficult to calculate intige profitability of any security equipment. Netheless if
we think that one WTMD can cost from 1K € (low oshits) to 10K€ (standard deployed WTMD at EU
airports) and one Active-SS is round 200K €, owstey, with a target price of 100K €, seems to ba in
privileged position. With our very own WAVECAMM miiHlayer security system the EC Authorities and
the Security Officers involved in the people sciegmprocess may increase their profitability by:

e by decreasing their operation costs: WAVECAMM dffeautonomous and semi-autonomous

operation modes to reduce the man-power needetke athteck-point, effective alarm clearence to
reduce the manual pathdowns time consumption agwlteal reduction in insurance costs. Moreover

WAVECAMM target costs (100K €) is aprox. 50% of eatly deployed Active-SS

* by avoiding attacks (inclugind Front-Haus), conénadh & smuggling (drugs, medic pills, money..)
* by optimizing passengers access: risk level cordigon (open doors to “green-passengers”), no

need to divest in low-risk ambience (the passivesseis able to screen trough the clothes)

e optimize information: notify direclty to authoriggpolice if contraband/ hospital in case of arhhig
risk fieber detected), real-time monitoring

« valuable and trusted information: low FAR and rixale data of the passenger

« prevent losses and damages: synchronization with\C&@ follow eventual person of interest,
open/close gates to prevent eventual damages/losses

e easy deployable solution with easy risk-level cgufation: operation overt-collaborative (similar to
exisiting WTMD, real-time screening); overt-collabtive (similar to existing Active-SS, 1lsec
screening); covert-invisible (hidden behind thelwagal-time screening)

WAVECAMM innovative solution:

O WAVE C/AMM
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Able to screen complete body, thanks to patented opto-mechanicakcan system
Stand-offPassive & Active hybrid screening

Effective to detecinetallic and non-metallic threads

Effective to detect strange behaviour and to reizegrnsk-level passengers

Validated own advanced algorithms (Automatic Thi2etection Software ATDS)

False Alarm rate 5% and detection 90%

Efficient & Fast

Easy & straightforward process (one single posjttbanks to oupatented “Mirror system”
Covert or overt operation configuration. Invisilolecollaborative inspection

Small footprint (target size with SMEInst-2 fundsimilar to existing Active-SS”)

Respect health & Respect privacy (ATD Software)utohomous operation (ATD Software)
Very robust & easy deployable

Very competitive price

Operational capacity demonstrated (February anatiM2016)

Complies EU regulations (except ECAC certification)

Existing solutions Vs WAVECAMM innovative solution evaluation:

| |
= = v = = all

el v invasive
Pathdown
WTMD v v v 4 = v 5 mm only metals
WAVECAMM
mm-hybrid v v v v v v 5 mm new product
90K €
Wavescann
v v v
e T = = = 100 mm  not full body
T800 Passive only big
v v e v
150K € = = 30 mm threats
Millivision S
350 Passive v v v = = = 40 mm roces:
200K € P
RapiscanX- o = = = = = Forbidden  X-ray
active 130K €
Provision
mm-active v v v = v v 2 mm FAR >50%
180K €
QPs (R&S)
mm-active v v = = v v Unknown FAR
180K €
| |
Figure 6: Existing solutions evaluation.
2. Impact

2.1 Expected Impacts
a) Users/Market

WAVECAMM targets to critical EU infrastructures. Nother fully integrated solution offers similar
capabilities to screen all type of threats in asyedast, and straightforward people checkpoinerg&hs a
wide type of scenarios where WAVECAMM can be a uksblution: airports (airside and landside), train
and bus stations, transport hubs, ports, Malls, iéBdences and VIP entrances, football stadiuntthear
high populated sport scenarios, fashion galas nwndeheatres and other cultural events, internatiand
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politic summits, government and corporate buildji@sstom and border check points, employees sergeni
to avoid loss prevention, diplomatic staff, etc...

In a first step, the efforts of the applicant SMH# ¥ocus in Europe, for economic reasons and duéé
“Reasonable-growth” strategy of the SME. Howeve$, lds second step, and Russia, Africa and Asig late
are huge future potential markets to be unlockegom@ 2020 period.The global overview below
represents the “worst case scenario” The strategy of the SME to develop any new madet be
summarized asE'xpect the worst numbers, but be prepared for thesibone® “Best case scenario” can
increase the accessible markets (see Figure 7idevably.

Global market in EU Worst Case Scenario Best Case Scenario
5200 units 2020 & 2030(5200 total units) 2020 &2030 (5200 total units)

500
1265 2400
2500
127 —— /
240

= Competitors = Target 2020 Target 2030

Airport = Civilbuildings = Others g competitors = Target 2020 = Target 2030

Figure 7: Global overview (data only in EU): Global mieet & Pessimistic & Optimistic scenarios

The market segmentation has been divided into tkegeustomers types:

1) Airports: [High-Risk environments] “Core market” : The WAVECAMM “High-Risk” configuration
has been designed for infrastructures with higluma of people, high flow-rate demand and maxins-ri
level. Typically is the airport use.

2) Civil buildings: with Low/Medium risk-level: “Marke t to unlock”: WAVECAMM “Medium/Low
Risk” configuration, to use in civil installatiomgth lower requirements in flow-rates

3) Others: Configuration of WAVECAMM under special end-useguirements

The analysis of the competitive rivalry within thelustry shows three identified major competitaib:of
them are established, strong, and big-sized corapabiue to the weak-points detected in their egeigm
WAVECAMM will offer to the market a unique produetith high quality (high detection capacity + low
FAR rate) at a lower price. Moreover, the WAVECAMStff add together more than 30 years developing
millimetric equipment and 6 years manufacturingimetric screening systems.

The threat of new entry is medium-low. The high R&3ources to be committedthe development of any
security equipment, the time consumption needexthieve the TRL-9 status, and the certificatiorntcase

a high entry barrier. WAVECAMM will need to creaéebranch image in the security sector as new game-
changer. That will need intense promotion and margeactivities, before the big-sized companiesehav
time enough to “copy” the developed technology. &bwer, the configuration capability of WAVECAMM
allow the SME to offer a personalized solution be tend-customers, increasing the acceptance of the
product.

In contrast, for actual competitors WAVECAMM willgan a real threat of substitution of their equipmen
unique technology & low cost. Even if normally tlventracts for security equipment are long-terms
agreements with the existing manufactures, theceistbmers are always open to new technologies¥f th
address all regulations and they offer new & inseglquality standards.

The bargaining power of the suppliers is very Ithey are all small sized local suppliers with str@nd
long relationships with the SME. The key-componesrts manufactured by the SME internally and the
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suppliers of all other low-cost elements can balyeabanged if needed. Moreover, the applicant SME
strategy also includes strategical alliances withpsiers of specific RF components, ensuring thpluof
this components

The bargaining power of the customers is medium-las they are devoted to the Regulators and EC
authorities. Almost all of them are big sized patdompanies. The offer of security equipment ismaje

and the security equipment market and the manufagtucosts fix the final equipment price level.
WAVECAMM will increase their visibility by offeringincreased services and warranties thanks to the
growth of existing service-net of the applicant SMEAVECAMM offers a unique security equipment with
no other competitor in same terms of detection Rfice. The applicant SME will create own “Promoting
dept”, in order to promote the WAVECAMM benefitstiin the Regulators and will participate in the
Manufacturer Groups of the regulators and differeahufacturers private associations.

Bargaining power of customers Threat of New Entry

Big-sized public corporations *  Certification pending

High substitution cost Expertise & own patented technology

Regulator dependency No branch image in safety systems
Customized solution

Identified 3 major competitors

Established strong corporations
Lower quality & Higher prices
Customer loyalty: long term contracts

Bargaining power of suppliers
Local & small-sized suppliers
Strong relationship

Easy to substitute

Threat of Substitute products
Unique technology

Low cost to change

Figure 8: Competitive forces between industry players

The Regulators are a key-force in the Security etatkey fix the risk-level on each infrastructinased in
the official reports of the Intellicenge Agencigglahe political situation: they stablish the difom (types
and sizes) of the threats (what is allow/what isallmw). With this regulations in mind, the inftascture
owner (normally public in case of transport hubst &lso private in case of civil buildings) askséao
Architec/Engineering Office to design the infrasture, and later to a constructor Company to buiidhe
building. Also updates of the building might be dee (due to an increased security level). Theraraney
private companies providing all type of serviceshe infrastructure owner, including security seeg. In
some cases, these type of companies provide nptlmmisecurity staff, but also the security equiptneor

the infrastrucutre owner is much easier as theytdwed to worry about maintenance, product wayant
etc... In other cases, the infrastructure owner d@escidnd buys the security equipment directly. The
manufacturers, where WAVECAMM is located in Fig@&emay cooperate together in order to apply to a
public or private service call.

In order to reach full commercialization phase Iy €nd of the SMEInst-2 period, the applicant SME w

work further with all stakeholders. In particuldine SME will make efforts in all key-actors detdilen
Figure-9:
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Figure 9: Customer access channels

Marketing activities: to promote the advantage$WwVECAMM between the Security Equipment
manufactures. Alliances search with complementaoghpcts manufactures (WTMD, X-baggage...)
o Participation in the most important sectorial shaw Europe is scheduled for 2017
(http://www.uksecurityexpo.com
0 Website continuous improvement with updated infarommon WAVECAMM capabilities

Promotion among private companies providing sesvimethe infrastructures, in order to increase
their technology equipment and reduce the man-poweded at the check-point. There is a key
benefit for them if the same ratios (quality, détet, flow rates) are achieved. An agreement was
signed to include one demo unit of WAVECAMM at theinstallations (show room
www.prosegur.gs so all potential end-customers that visit thieistallations might also check
WAVECAM features.

Dissemination activities in order to inform big Aitecture and Enginneering offices about the
WAVECAMM foot-print, flow rates, etc... not only fonew buildings (new football stadium) but

also for remodellation of existing ones (updatelefminal building..). If they consider the use of
WAVECAMM from the beginning of the infrastrucutresign, flow-rates and customer experience
can be improved considerably.

Organization of own promotion events (as the on@rganized by the applicant SME in March
2016ﬁttp://www.itainnova.es/actualidad/eventos/nue\amsr—tecnoloqicos—para—la—sequridad—de—las—infraemraé to explain to
Security Officers (public and private) the key-biisein people screening process with the use of
WAVECAMM. Public Relations & “SME-lobby” with respwsibles of National Police & local
authorities.

Pilot Test in key-infrastrucutres to really conwnthem of the advantages of WAVECAMM.
Product customization after Pilot-Test so they ckim their providers the use of WAVECAMM

technology in new contracts or public calls. Moregvactive participation in the infrastructures
associations meetings in order to promote the testithe Pilot-Test

Last but not least: as far as possible, particifratthe decision-makers meetings and Regulators
work-groups to include WAVECAMM features in thekigvaluation reports and to prepare new
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regulations as per WAVECAMM advises in threat diéfam and detection capabilities: Participation
in ECAC meetings and in ECAC Manufacturers Work (s

Another facts:

« WAVECAMM was presented tdechnical Task Force of the ECAC Organizationin Paris,
during their last meeting in Feb-2016
« AENA has invited the applicant SME to participate the annual meeting of the International

Airports Association ACI lttp://www.aci.aerd/as they find the solution very useful anilling to
pay for WAVECAMM _(Nov-2016)

* WAVECAMM is already included in the ECAC mailingsti Manufacturer Work Group meeting...

Video promo:

« “HOW IT WORKS” video presentation (1,12 min) = https://youtu.be/9mAiwvW5 7A
e “WAVECAMM PASSENGER PROCEDURE” video loop for demos (34 sec)
https://youtu.be/OzTfp-UJKBo
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1 S m AGENCIA ESTATAL
¥ DE SEGURIDAD AEREA

Angel Saret Lafraya

DIRECTOR DE SEGURIDAD DE AVIACION CIVIL
Y PROTECCION AL USUARIO

To Whom It May Concern:
Madrid, 17 May 2016

Subject: Letter of Support to WAVECAMM Body Scanner.

AESA, the Spanish Aviation Safety and Security Agency, is committed to promote research
and development of new security equipment, processes and procedures that take into
consideration human factors principles. We believe that, by doing so, in cooperation with
other ECAC and ICAO Member States, we will better achieve civil aviation security
objectives.

As a result, AESA plays an active role within the ECAC Common Evaluation Process (CEP)
of Security Equipment, by joining the Management Group and by nominating a test center,
INTA, to perform laboratory tests within this program.

We had the opportunity to welcome Mr. Bazus, CEO of WAVECAMM at our headquarters,
in order to review and discuss the documentation provided. We were also informed that a
WAVECAMM initiative is going to be submitted to the call “H2020 SME Instrument Phase-
11", and AESA supports this participation.

AESA fully support the WAVECAMM initiative of providing body scanning technology,
based on innocuous passive millimeter waves, offering high throughput rates, with a low
false alarm rate (FAR) and at lower prices while maintaining the privacy of the person
subject to screening. As a result, it is our opinion that such technology should be developed
and, thereafter, tested under ECAC CEP.

Yours sincerely,

DIRECTOR FOR CIVIL AVIATION SECURITY AND USER PROTECTION

-
GRRN
& A

Avda. GEMERAL PERON 40,
28020 MADRID

TEL: +34 91 396 82 01
FAX: +34 91 770 54 69

www seguridadacren

asoret@seguridadaerea.es
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== GOBIERNO
=—<DE ARAGON

Departamento de Innovadién,
Investigadén y Universidad

Asunto: Carta de Apoyo al proyecto a WAVECAMM Body
Scanner '

Fecha: 10.06.2016

A quien corresponda:

D2 M Teresa Galvez Jaqués Directora General de Investigacion e Innovaciéon del
Gobierno de Aragén, apoya mediante este escrito el proyecto WAVECAMM de cara a
la solicitud de subvencién que va a presentar en el marco del programa H2020.

Se trata de un proyecto de alta tecnologia para el desarrollo final de un sistema de
escaneo corporal basado en ondas milimétricas pasivas e inocuas. Pretende ofrecer
una alta tasa de deteccion y una baja tasa de falsa-alarma, todo ello a un precio muy
competitivo y manteniendo siempre la privacidad de la persona objeto de control. El
resultado del proyecto WAVECAMM es, en nuestra opinién, muy interesante tanto a

nivel tecnolégico, como para aumentar los ratios de seguridad en las infraestructuras
publicas.

LA DIRECTORA GENERAL DE INVESTIGACION E INNOVACION

e,
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WVEST/gz
& ‘&\“‘\ : 4?;;27'
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ENOVACN Fdo. M? Teresa Galvez Jaqués.
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